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Conducting qualitative research is essential in implementing public policy because it enables us
to better understand our complex political and social environments. This research project aims to
gain a deeper understanding of American’s views on privacy so that we can access what types of
GDPR (General Data Protection Regulations) like regulations we should implement in the United
States.

We found that although most people said that they would support regulations like the GDPR
in the United States, most people added stipulations as to how it got implemented and enforced.
This work calls upon the need to conduct more qualitative research on privacy regulations so that
we can find an ideal set of regulations for the United States. Despite the varying opinions on
implementations, the consensus that there is currently an issue with privacy regulations illustrates
the urgent need for policy change at the federal level.
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I. BACKGROUND

This study focused on people’s opinions surrounding
how their data is being used by websites. With the recent
expose of data scandals like Cambridge Analytica and
new regulations being introduced in the European Union,
it is a perfect time to start exploring people’s opinions
on data collection in the United States. The goal of this
research is to help inform policymakers whether or not
we should implement privacy regulations similar to the
European Union in the United States.

This research project focuses on the General Data
Protection Regulation (GDPR) passed by the European
Union (EU) in 2016. The GDPR is a massive consumer
protection law that gives people more control over their
personal by restricting how companies are allowed to use
and collect personal data. Since the passage of the GDPR
in 2018, seven other countries passed similar regulations
and most large technology companies are working on be-
coming GDPR compliant so they can do business in the
EU.1

The GDPR is quite intensive, however, I am going to
be focusing my research around the following three points
in the GDPR:

• The requirement for active consent to keep storing
personal information. (Article 5) 2

• The right to request for information being stored
about you. (Article 15) 3

• Right to be forgotten. (Article 17) 4
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A. Research Questions

• What are people’s general sentiment towards data
collection?

• In what scenarios would people be most willing to
provide personal data to companies? How much
does this vary from person to person?

• Do people believe that companies currently respect
and use data collected in ethical ways? If not why?

II. METHODS

This study used two research paradigms to gather data:
action research and biographical.

A. Action Research

Co-interpretation interviews were used in this study to
pull out information from people that have not thought
about privacy protection laws before. This method is
particularly useful because by using co-interpretation in
interviews, we are able to describe what GDPR is to
people while learning about their views on privacy reg-
ulations. Although most people may have heard about
GDPR, relatively few people actually know what is in
the law.

We used Applied Action in conjunction with the Crit-
ical Humanism framework to analyze and learn each
person’s truth. Critical Humanism falls on the radical
change and subjective views spectrum. We chose this
Critical Humanism because we are seeking to pull out
varying viewpoints from people and enact change with
them.
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Six people, were interviewed with co-interpretation.
Each interview took roughly twenty minutes to conduct.
People from the two groups were chosen for interviews.
The first group was versed in technology and the other
group was less versed. This was done to see if there were
any notable differences between the two groups.

The interview template used can be found in appendix
A. Since this is following the action research paradigm,
an unstructured interview process allowed us to better
probe the interviewee and pull out relevant information.
The interview template contains the major questions be-
ing asked and common probing questions to go along with
each question.

B. Biographical

Since research was conducted at the Rochester Insti-
tute of Technology (RIT)5, we were in a unique posi-
tion to conduct biographical interviews with people that
have had experience with data protection. Conducting
interviews with professionals is essential to understand-
ing privacy regulations because they are able to provide
historical context and unique insights into the situation.

Respondents for biographical interviews were selected
based on their knowledge in the field. Since biographical
interviews were very in-depth, only two interviews were
conducted and each interview took roughly a half-hour.

An interview template can be found in appendix B.
The interview template contains the major questions be-
ing asked and common probing questions to go along with
those questions. The goal of this interview format is to
get familiar with the subject’s professional career and ex-
perience working with personal data and understand how
that may have shaped their views on GDPR.

III. FINDINGS

The findings of this study is broken apart into sev-
eral categories: privacy and social media, implementa-
tion, and privacy culture. Field notes taken during the
interviews can be found in appendix C.

A. Privacy and Social Media

Most people interviewed to some degree used social
media. What was interesting was that the level of con-
cern for privacy had little baring on how people used so-
cial media; however, there was a few notable exceptions
with people who were extremely technologically versed
and worried about privacy. Half the respondents share
the sentiment of ”I care but, I’ve given up”. Although

5 https://rit.edu

most people want to retain their privacy, they are willing
to give it up for the pleasures that social media and other
web sites give.

Interesting perspectives were brought up when dis-
cussing what people are willing to post on internet. Peo-
ple were more willing to post ”edgy” content when there
was nothing personally identifiable on the website. For
example: people are more willing to post political and
more controversial/raunchy content on social media plat-
forms like Reddit6 which only uses a username. Plat-
forms like Linkeden7 and Facebook8 garner more respect
because they directly relate your profile to your real
name. That is not to say that Facebook has more pres-
tige (one respondent called Facebook a dumpterfire) but,
there is something to say with people’s comfort with post-
ing content when it is directly linked back to them.

B. Implementing GDPR

After explaining GDPR to the respondents, they all
agreed that the general goals of the GDPR are good.
However, nearly none of the respondents fully agreed
with all the technicalities of the law. The people that had
familiarity with the privacy field actually said that the
law does little to fix the issue that we are currently fac-
ing. Although most companies are trying to implement
the law, in many cases it is just a Terms of Service (TOS)
change – not much is changing under the hood. One per-
son in specific was worried that even if this law did get
implemented, it would just become a ”golden skeleton”
– something that makes more money than the fines are
worth if they got caught. This brought up another dis-
cussion centered around how we should implement a law
like this when major technology companies yield so much
power.

Another major point of discussion was how to imple-
ment the right to be forgotten segment of GDPR. Ev-
eryone interviewed agreed that companies should be re-
quired to delete all account data from their systems when
requested. I interviewed one person that was actually
responsible for implementing right to be forgotten at In-
tuit9. This person thought that having companies com-
ply with these requests should be manageable. Although
most companies are currently self implementing GDPR
regulations, he believes that there will soon be a unified
system that companies can use to make data privacy-
compliance easier. The right to be forgotten prevision
starts to get more debated when you ask people where
they draw the line. Most people believed that anything

6 reddit.com is a basic form like social media site where users iden-
tified by usernames post content

7 linkedin.com is a social networking site aimed at finding job op-
protunities

8 facebook.com is a very popular social media website
9 Intuit is a company that produces financial software
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they uploaded they should be able to take down under
this prevision. People were more split over whether or
not things that other people upload about them should
be able to get taken down. Two respondents were wor-
ried that people would abuse this feature and use it to
delete bad things from them on the internet– this would
turn the internet into a place with less consequences.

Data removal was another boiling point of discussion.
In an ideal world all your data would get deleted and
no bad externalities would come of that. Consider this:
what if your data was previously used to generate meta
data or used in a machine learning algorithm? At that
point it is nearly impossible to fully remove yourself from
their system – you have left an everlasting fingerprint in a
vastly complex mathematical system. Most people inter-
viewed were fine with the idea of having non-identifiable
meta data from them lingering in a companies’ database.
One person noted: ”nothing ever gets fully forgotten on
the internet”. Even after removing personally identifi-
able information, recent research has shown that it is
not that difficult to de-anonymizing that data if given
enough of it10. When implementing GDPR about half
the respondents agreed that defining what counts as non-
identifiable information would be crucial.

C. Privacy Culture

An interesting point that this research brings up is
the culture around privacy in the United States verses
countries in the European Union. Historically the United
States has viewed privacy as something that we simply
signed away for the convenience of using a service. This is
in juxtaposition to the way that European countries view
privacy; in Europe privacy is a human right. All research
respondents agreed with this assessment; one respondent
that was a half German citizen mentioned that privacy
protection is a part of their constitution. When asked
whether or not this bill would take footing at a national
level, most respondents said that this would become a
partisan issue.

IV. DISCUSSION

Moving forward with this research it is essential that
we conduct surveys at a larger scale to see if stronger pri-
vacy regulations would take hold in the United States. It
is important to note that everyone interviewed for this
survey lived in Rochester and that everyone except for
two people either attended or worked at RIT. When con-
ducting future research it would be imperative that we
extend our demographics. Although most people inter-
viewed favored more stringent privacy regulations, it is

10 Narayanan, Arvind; Shmatikov, Vitaly. Robust De-
anonymization of Large Sparse Datasets

important that we also research the wider economic mar-
ket surrounding privacy regulations in the United States.
Understanding the business interests of data privacy is
quintessential to assessing what public policies gain mo-
mentum in congress.

The finding that most people had a few caveats with
GDPR suggests that a modified version of it would be
necessary in the United States. A future avenue of re-
search for this project would be to analyze the roll-out
of California’s Consumer Privacy Act (CAPPA)11.

Appendix A: Action Research Interview Script

• How much do you use the internet?

– Where do you spend your time online?

– Are you active on social media?

– Do you use the internet as a part of your job?

• Are you ever concerned about putting your per-
sonal information on the internet?

– What do you consider personal data?

– How often do you share personal data?

– Do you ever think twice before agreeing to a
EULA?

– Are there some sites that you would never give
your personal data to?

– What companies do you trust the most with
your data?

• Have you ever heard about the General Data Pro-
tection Regulation (GDPR)? (if no explain what it
is)

– Where did you hear about it?

– What do you know about it?

– What do you think about it?

• GDPR includes a provision that requires compa-
nies to have active consent to keep storing personal
information on someone. Does that sound reason-
able?

– Do you remember receiving a wave of emails
about a year ago about an update to their
terms of service (TOS)?

– Would you be okay with certain companies
having personal information on you like name,
gender, sexual orientation, email, without you
knowing about it?

11 “California Consumer Privacy Act (CCPA).” State of California
- Department of Justice - Office of the Attorney General. N.p.,
10 Feb. 2020. Web. 24 Feb. 2020.
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– Are there any exceptions where a company
should have access to your data without your
knowledge or consent?

∗ Government?

∗ Health industry?

∗ Research?

• What would you think of the “right to be forgot-
ten”? (if no explain what it is)

– Do you think this is feasible to implement?

– Does this infringe upon freedom of speech?

• Would you want to see GDPR policies take place
in the United States?

– Do you see this having more support or less
support than it did in the European Union
(EU)?

– Would you agree that in America we put pri-
vacy at the burden of the consumer where in
Europe they view privacy as freedom?

Appendix B: Biographical Interview Script

• Could you tell me a bit about your professional
career in the field of x

– How much did you work with personal data?

– What privacy regulations were you aware of?

– What privacy regulations were you aware of?

∗ Did this change over time?

• How much do you use the internet?

– Where do you spend your time online?

– Are you active on social media?

– Do you use the internet as a part of your job?

• Are you ever concerned about putting your per-
sonal information on the internet?

– What do you consider personal data?

∗ How often do you share personal data?

– Do you ever think twice before agreeing to a
EULA?

– Are there some sites that you would never give
your personal data to?

– What companies do you trust the most with
your data?

∗ Why?

– Do you think that your profession affected the
way in which you handle your own personal
data?

• Have you ever heard about the General Data Pro-
tection Regulation (GDPR)?

– Where did you hear about it?

– What do you know about it?

– What do you think about it?

∗ Are you familiar with the right to be for-
gotten provision of the law?

– Do you think that a law like GDPR would gain
support in the United States?

∗ Who would push back?

∗ What are the cultural differences?

∗ Would people in your field of x have vary-
ing opinions on GDPR than regular con-
sumers?

Appendix C: Field Notes


